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*This post has been written by Jalaj Pandey interning at CIS. It elaborates upon the various privacy issues with the Digital Rights Management. The author talks about the various ways in which content producers use DRM as a tool to infringe the privacy of the end users.*

The ubiquity of internet in today’s world has made content and information sharing an easy task.[[1]](#footnote-1) A certain media file can be shared and made public with hardly any technical obstacles.[[2]](#footnote-2) Issues like hacking, unauthorized copying and publication, unlicensed usage have become concerns for content producers, who have employed Digital Rights Management (hereafter DRM) measures to address some of them.

Several instances of the online privacy intrusion by the content producers have been recorded.[[3]](#footnote-3) In such a scenario the balancing the rights of the content producers and the end users becomes an important one. It is imperative to find a common ground to safeguard the interests of both the parties involved. In the recent past DRM has been receiving a lot of flak[[4]](#footnote-4) because of the privacy issues contented by the users.[[5]](#footnote-5)

In the most rudimentary form privacy can be explained as any information about an individual which he/she does not want to be made public. It is important to mention that this information is seen from the perspective of an ordinary reasonable person. The UN Declaration of Human Rights, 1948, defines privacy as a fundamental right of every human.[[6]](#footnote-6) The functioning of the DRM is based on restricting the usage or distribution of the content. Since this restriction is only possible after there is a formal identification of the end user,[[7]](#footnote-7) the content producers end up collecting information about the users. For example: a DRM for a music file might work in a manner where it can only be accessed by one computer from which the user accesses and registers for the first time.[[8]](#footnote-8) DRMs initially identify the IP addresses of the system and make the file functioning on only that IP address.[[9]](#footnote-9) In this way the producer ends up collecting information about the end user. Different DRM models take different ways to collect information of their user.[[10]](#footnote-10) While collecting IP addresses[[11]](#footnote-11) in one of them the other way is tracking the user information via download,[[12]](#footnote-12) browsing activities, subscription service,[[13]](#footnote-13) etc. The usage log of the users is generated and becomes a valuable asset to assess and predict the preferences of the users

Two contentions of privacy have been raised on the privacy issues of DRM -

1. What is the accountability of this process and
2. Whether it puts the content producers in a position where they can control the users.

The information collected is under the control of content producers, who mostly store this information in the form database. BEUC (European Consumer Organization) claimed that the DRM systems technologically enable content providers to monitor private consumption of content, create reports of consumption, and profile users.[[14]](#footnote-14)

The information is at the disposal of the content producers. An assessment of DRM applications under Canadian Privacy showed that the firms did not even recognise privacy issues of the customers as a priority.[[15]](#footnote-15) In fact the firms failed to provide the information that was stored in their databases.[[16]](#footnote-16) This gives an idea about the lack of transparency that exists in collecting the information about users. The question whether users are aware of what information is being collected and to what extent they are being tracked online remains unanswered. The CEN/ISSS (European Committee for Standardization/ Information Society Standardisation System) pointed out that DRMs have a large potential to transmit, generate personal information about users.[[17]](#footnote-17) It has also been characterized by unprecedented levels of monitoring by various content producers.[[18]](#footnote-18)

Further the principled level argumentation to this is on lines of collection of information without any authentication from the user herself/himself. It is essential that if any information is collected or saved by the producers it should only be after taking consent of the user.[[19]](#footnote-19) Surveillance and compelled disclosure of information about intellectual consumption threaten rights to personal integrity.[[20]](#footnote-20)

DRMs take away the anonymity of the consumption.[[21]](#footnote-21) Since the producers can practically monitor the content usage of the user, this has led to wide scale of price discrimination.[[22]](#footnote-22) This means that producers would monitor and assess the preferences[[23]](#footnote-23) of the user and subsequently raise the prices of that particular class of products.[[24]](#footnote-24) In the report of FIPR (Foundation of Information Policy and Research) it was found that Microsoft had been trying to implement their DRM systems in their products using a similar approach to gain a monopoly position as in their strategy of browser implementation.[[25]](#footnote-25)

The **Sony BMG copy protection rootkit scandal[[26]](#footnote-26)** in 2005 brought much criticism to DRM. It was found out that Sony BMG had introduced illegal and harmful copy protection measure in its CDs. The rootkit element of the software is used to hide virtually all traces of the copy protection software's presence on a PC, so that an ordinary computer user would have no way to find it. Further more than just the DRM part of it the software also made the user’s system open to a number of malwares and created vulnerabilities in the system. Sony was eventually made to compensate consumer costs, etc on the same. However the question of whether the database in the hands of companies can be used in arbitrary manner was intensely discussed after this.[[27]](#footnote-27)

It is essential that an effective framework is brought into effect which caters to privacy interests of the users. Privacy is the basic human right and it is the onus of the State to protect and safeguard this right. It is essential that the State does not compromise and support mechanisms which promote the welfare of the content producers over the users. The balance of users and producers becomes all the more important in a developing country like ours. The lack the awareness and the knowledge coupled with increasing usage of internet can lead to the exploitation of many. It is essential that the States see through these problems and collectively find an all encompassing solution to it.
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